活動主題
防堵企業資安漏洞，自動化再升級！立即報名 11/25 AWS DevSecOps 研討會

活動介紹

DevOps / SRE 工程師必看！想實踐 DevOps 自動化減少時間與人力成本，同時控管企業資安風險嗎？IBM 研究指出，在建置階段才發現資安漏洞，修復的成本是設計階段的 6 倍！在 DevOps 中加入資安防護 (Security)所形成的「DevSecOps」，成為企業兼顧自動化與安全性的最佳解方。

博弘雲端擁有 MSP 團隊，可結合 AWS DevOps 的服務並整合 Check Point，提供企業資安解決方案。本次研討會將帶您了解，如何透過 Codepipeline 創建自動化管道，並於容器構建流程中，自動進行容器鏡像漏洞掃描，並發送到 AWS Security Hub 檢視，透過 DevOps + Security 優化整體開發流程，提升企業營運效能。

DevSecOps 超前部署－活動亮點搶先看：
1. AWS 無伺服器服務介紹
2. AWS CI/CD開發流程
3. AWS DevSecOps 概念及如何執行

活動資訊
時間：​2020 ​年​ 11 ​月​ 25 ​日 ( 三 ) 14:00 至 16:30
地點：Cloud 9 Studio (臺北市中山區樂群二路275號，濱江國中正對面)
這些對象必參加：企業技術人員、工程師、開發團隊、DevOps / SRE人員、系統架構師（主辦單位保留報名資格最後審核權）

活動議程
	[bookmark: _30j0zll]時間
	議程
	講師

	13:30~14:00
	貴賓入場報到
	

	14:00~14:30
	簡單、易用、好管理：AWS無伺服器服務
	博弘雲端架構師
Alex Lai

	14:30~15:00
	AWS CI/CD開發流程如何協助進行企業自動化佈署
	DevSecOps 專業講師

	15:00~15:15
	茶點與中場交流時間
	

	15:15~15:45
	DevSecOps 如何協助企業再造發流程
	博弘雲端架構師
Ruzy Yu

	15:45~16:30
	Q&A，自由交流時間
	



活動注意事項
1. Nextlink Technology（以下簡稱本單位），至遲於活動前一日以電子郵件通知方式寄發報到提醒，以確立參與資格。
2. 名額有限，本單位保留審核權，凡報名身份不符、資料有缺漏者，本單位保留婉拒參加之權利，造成不便敬請見諒。
3. 若因不可抗力之突發因素，本單位得保留活動日期與內容之變更權利。		


